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Aims of Workshop

 Look at benefits of children having access to the internet.

 Identify potential risks that children face online. 

 Understand what we do in school to help children stay safe online.

 Offer ways to help children say safe online at home.

 Offer ways to help children build online resilience. 

 Offer websites and resources that can be used to help promote online safety 

at home.
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What are the benefits of children having 

access to online activities?

 They can find information and support about a range of topics both related 

and unrelated to their school work. 

 Being online improves their quality of access- it offers alternative ways to 

communicate with others.

 Being online gives children a voice about important issues. 

 It gives children the chance to portray themselves how they wish to.

 They can explore the world around them in a variety of ways.

 Children learn problem solving skills.



What Risks do children face online?

 The risks children face online vary depending on a number of factors:

 Age of the children

 What technology they have access to

 How long they spend online

 What they do online and who they are talking to

 The main risks are:

 Being exposed to inappropriate content.

 Inappropriate communication with others.

 Proactively engaging in risky behaviour.

 Damage to mental and physical health



Social Media Age Restrictions



PEGI ratings in Games

 The PEGI rating on a game confirms 
that it contains content suitable for a 
certain age group and above. In-
Game Purchases also signify whether 
a game includes random items (like 
loot boxes or card packs), the 
information will be included in the 
form of a notice (Includes Paid 
Random Items) on physical packaging 
and on digital storefronts.

 https://pegi.info/ allows you to 
check the rating of any game. 

 https://www.commonsensemedia.or
g/ allows you to check books, 
movies, games , apps, podcasts, 
youtube channels and TV 
programmes.

https://pegi.info/
https://www.commonsensemedia.org/


What does GJS do to help support 

children with Online Safety?

 E-Safety policy in place which includes online safety.

 Computing lessons start with an E-Safety starter each week 

 Take part in Safer Internet Day every February with a different focus each year.

 Each class has created and signed an E-Safety charter to encourage children to be 
safe online. 

 Regular chats about being safe online during circle times and whenever it is felt 
necessary.

 Encourage open communication with children to speak up if there is a problem 
without judgement.

 Children are supervised when using technology in school. Adults alerted if children 
search content that is blocked by our monitoring system (Surf Protect).

 Mental health support given to those who need to help tackle issues and build self 
confidence. 



Mobile Phones

 We strongly discourage children from bringing a mobile phone to school

 Permission must be sought from Mr Samson before a phone can be brought in. 

We will consider the distance walked and other individual circumstances.

 Mobile phones should be switched off before the children come into school 

and placed in a box in the school office. They will be collected at the end of 

the day and turned on once the children leave the school grounds.

 Please consider the type of phone you are giving your child and what they are 

able to access on this device. 



How to keep children safe at home

 Use TALK to help enable positive relationships between yourselves and your children around E-
Safety.

 T: Talk. 

 E: Explore.

 A: Agree.

 M: Manage.

 Ensure children are being supervised when using technology. Keep devices in high traffic areas and 
avoid use in bedrooms/ at night.

 Do not be afraid to check your child’s phone or device regularly (including searches)

 Try to be honest and reflect on you own online behaviour- are you being a good role model?

 Try not to blame children if they experience a problem- offer reassurance, help, support and advice. 

 Ensure sufficient systems are in place to help protect children. 

 https://www.internetmatters.org/parental-controls/ offers support for how to put controls on different 
devices, entertainment/ search engines, broadband/ mobile networks, social media sites and gaming consoles. 

https://www.internetmatters.org/parental-controls/


How to help children build online 

resilience.

 Encourage open communication without judgement.

 Demonstrate practical solutions and ensure children know what to do if they 

encounter a problem.

 Help children tackle any mental health difficulties in a non-judgemental way. 

 Promote internet use.

 Encourage young children to support each other. 

 Allow children to experiment and take risks in a managed way. 



What about at Secondary School?

 Both Broadwater and Rodborough have a 
Mobile Phone/ Acceptable Use of 
technology policy.

 Both schools allow mobile phones to be 
brought to school but they must be 
switched off during the school day. Both 
schools state they will confiscate phones 
that are used without teacher permission.

 Consider if your child needs to take their 
device to school. 

 Ensure all devices have suitable controls 
and restrictions on them. 

 Broadwater suggest checking your child’s 
phone regularly and not allowing them to 
have their phone with them over night/ 
after a certain time. 



Thank you for coming
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